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ICF to Support Research and Develop Solutions for Defensive Cyber Operations

FAIRFAX, Va.--(BUSINESS WIRE)--Aug. 1, 2017-- The U.S. Army Research Laboratory (ARL) has awarded ICF (NASDAQ:ICFI), a global consulting
and technology services provider, a contract valued up to $93 million to support its Defensive Cyber Operations (DCO) and Defensive Cybersecurity
Research. The contract terms include both base and option periods.

ICF will support ARL’s Cybersecurity Service Provider (CSSP) program and both basic and applied research, working to develop cyber tools and
techniques and advance state of the art computer network defense. ICF will support all cyber operations for ARL and ARL subscribers through onsite
and remote reviews of network security and ensure alignment between policy, compliance and assessment functions. The company will also support
the information assurance management office, which sets policy for ARL.

“ARL is the tip of the spear when it comes to national security, responsible for continually monitoring, testing and defending the cyber operations of the
U.S. armed forces,” said Samuel Visner, senior vice president for cybersecurity and resilience at ICF. “We are proud to work with ARL to guard against
current and emerging threats to its information systems and technology infrastructure, and excited to contribute to the state of cyber research and
development.”

The U.S. Army Research Laboratory, currently celebrating 25 years of excellence in Army science and technology, is part of the U.S. Army Research,
Development and Engineering Command, which has the mission to provide innovative research, development and engineering to produce capabilities
that provide decisive overmatch to the Army against the complexities of the current and future operating environments in support of the joint warfighter
and the nation. RDECOM is a major subordinate command of the U.S. Army Materiel Command.

“As partners for over two decades, we look forward to continuing our support of ARL in developing new concepts and researching, testing and
applying new technologies to our nation’s defense,” said Bill Christman, vice president at ICF.

ICF’s cybersecurity specialists help the warfighter, military and national security clients build and successfully defend the most aggressively attacked
infrastructures on the planet. For over two decades, ICF has delivered cyber-innovations, ranging from support to the system that served as the model
for network defense services within the U.S. Department of Defense, to improving machine-to-machine learning for better cyber defense and patenting
a novel way to visualize cyber threats using virtual reality.

Read more about ICF’s cyber research and future solutions and computer and network defense solutions.

About ICF

ICF is a global consulting and technology services provider with more than 5,000 professionals focused on making big things possible for our clients.
We are business analysts, policy specialists, technologists, researchers, digital strategists, social scientists and creatives. Since 1969, government
and commercial clients have worked with ICF to overcome their toughest challenges on issues that matter profoundly to their success. Come engage
with us at icf.com.

Caution Concerning Forward-looking Statements

Statements that are not historical facts and involve known and unknown risks and uncertainties are "forward-looking statements" as defined in the
Private Securities Litigation Reform Act of 1995. Such statements may concern our current expectations about our future results, plans, operations
and prospects and involve certain risks, including those related to the government contracting industry generally; our particular business, including our
dependence on contracts with U.S. federal government agencies; and our ability to acquire and successfully integrate businesses. These and other
factors that could cause our actual results to differ from those indicated in forward-looking statements are included in the "Risk Factors" section of our
securities filings with the Securities and Exchange Commission. The forward-looking statements included herein are only made as of the date hereof,
and we specifically disclaim any obligation to update these statements in the future.
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